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Section 1: Description of Lessor Group ApS' services in connection 
with operating of hosting services, and related IT general 
controls  

 

 

The following is a description of Lessor Group ApS’ services which are included in the IT general controls of this 

assurance report. The report includes general processes and system setups etcetera with Lessor Group ApS. 

Processes and system setups etcetera, individually agreed with Lessor Group ApS’ customers, are not included 

in this report. Assessment of customer specific processes and system setups etcetera, will be stated in specific 

assurance reports for customers who may have ordered such. 

Controls in the application systems are not included in this report. 

 

IT general controls at Lessor Group ApS  
 

Introduction 

In the following, a description of the IT general controls related to Lessor Group ApS’ services to customers, ac-

cording to the above description. 

Lessor Group includes Lessor A/S and Danske Lønsystemer A/S. Throughout this document, the term Lessor 

Group refers to these two companies.  

The object of this description is to provide information to Lessor Groups customers and their auditors concerning 

the requirements laid down in the international auditing standard for assurance reports on the controls at a service 

organisation (ISAE 3402).  

Besides, the description aims to provide information about controls used for "services" with us during the period.  

The description includes the control objectives and controls with Lessor Group which comprise most of our cus-

tomers and are based on our standard supplies. Processes and system setups etcetera, individually agreed with 

customers, are not included in this report. Assessment of customer specific processes and system setups etcet-

era will be stated in specific assurance reports for customers who may have ordered such.  

The infrastructure in scope of the description is Lessor Groups Datacenter with Linux-servers located in Allerød, 

Denmark. Application systems operated on the infrastructure in scope are: Danløn, LessorWorkforce, LessorLøn 

and LessorPortalen.   

The Lessor Group has built up its control environment in accordance with ISO 27002.  

 

Lessor and our services 

The Lessor Group offers payroll and human resource management solutions in a number of countries. In Den-

mark and Germany, the Lessor Group ApS’ primary customer group comprises companies ranging from small 

businesses to some of the largest Danish companies.  

In this regard, we offer all relevant security measures as e.g., INERGEN® systems, cooling, redundant power 

sources and fibre lines and last but not least fully equipped monitoring systems.  
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Organisation and Responsibility  

Lessor Group has a clear and transparent corporate structure and employs approximately 180 employees. The 

organisational structure of the Lessor Group includes the departments Administration, Finance, Development, 

Support and IT Operations as well as various product departments.  

The employees of the Lessor Group are thus responsible for the support of our own products as well as the host-

ing infrastructure. The support teams handle all incoming questions. They either solve the problems or pass on 

the task to the Operations Department for further processing.  

Thus, the Operations Department acts as second line support and monitors existing operating solutions and other 

tasks associated with the day-to-day management of our hosting environment.  

 

Risk Assessment  

IT Risk Analysis: Lessor Group ApS’ ISO team has produced a risk analysis. On an annual basis or in case of 

significant changes, the group carries out a risk assessment of the assets of the Lessor Group. Both internal and 

external factors are taken into consideration.  

The risk analysis provides an assessment of all risks identified. The risk analysis is updated on a yearly basis or 

in case of significant changes to ensure that the risks associated with the services provided are minimized to an 

acceptable level.  

The responsibility for IT risk assessments lies with the CIO of the company who also approves the risk analysis.  

 

Handling of Security Risks 

Risk Management Procedure: We have implemented a scoring system for risks associated with the provision of 

our services.  

We assess the risks which we believe we are facing point by point. We make use of a simple calculation method 

for this purpose: "probability %" * "impact %".  

The acceptable level goes to 20 %. We continuously assess if we can reduce the risks and take initiatives to ad-

dress these risks.  

 

Security Policy  

IT Security Policy  

IT Security Policy Document  

We have defined our quality standards system based on the general objective of providing our customers with a 

stable and secure hosting solution. To comply with the objectives, we have implemented policies and procedures 

which ensure that our supplies are uniform and transparent. 

Our IT security policy is produced in accordance with ISO 27002:2013 and applies to all employees and all deliv-

eries. 
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Our methodology for the implementation of controls is defined with reference to ISO 27002:2013 (guidelines for 

information security management) and is thus divided into the following control areas: 

• Information security policies  

• Organization of Information Security  

• Employee safety  

• Asset Management  

• Conditional access  

• Cryptography  

• Physical security and environmental safeguards  

• Operational safety  

• Communication security  

• Purchase, development, and maintenance of systems  

• Supplier relationships  

• Information security breach management  

• Information security aspects related to emergency and restoration management  

• Compliance  

 

We continue to improve both policies, procedures, and operations.  

Evaluation of the IT Security Policy: We update the IT security policy regularly and at least once a year. The IT 

security policy is approved by the CEO. 

  

Organisation of Information Security  

Internal Organisation  

Delegation of Responsibility for Information Security: Our organisation is divided into different areas of re-

sponsibility. We have prepared a number of detailed responsibility and role descriptions for employees on all lev-

els.  

Confidentiality has been established for all parties involved in our business. The confidentiality is ensured via em-

ployment contracts.  

Separation of Functions: Through on-going documentation and processes, we try to eliminate or minimize the 

dependence on key management personnel. Tasks are assigned and defined via procedures (Jira) for managing 

the operational services.  

Contact with Special Interest Groups: The operating staff subscribes to newsletters from e.g., DK-CERT and 

informs itself about substantial security-related circumstances on Internet traffic. 

 

Mobile Equipment and Teleworking  

Mobile Equipment and Communication: We have made it possible for our employees to work from home via a 

VPN connection with two factor authentication. No equipment (portable computers etc.) must be left unattended. 

Portable units are protected by HDD passwords, log-in information, and HDD encryption.  

Mobile devices (smart phones, tablets etc.) can be used for the synchronization of emails and the calendar. Be-

sides the password, we have implemented no other security measures to ensure devices and user accesses.  

Telecommuting: Only authorized persons are granted access to our network and thus potentially to systems and 

data. Our employees access the systems via telecommuting arrangements / ssh.  
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Human Resource Security  

Prior to Employment  

Screening: We have implemented procedures for the recruitment of staff and thoroughly examine the curriculum 

vitae of the applicant to ensure that we employ the right candidate regarding background and skills.  

Conditions of Employment: The general terms of employment, e.g., confidentiality related to the customers and 

personal circum-stances, are specified in the employment contracts/job descriptions of all employees in which, 

among other things, the termination of employment and sanctions following security breaches are also described.  

 

During Employment  

Management’s Responsibility: All new employees sign a contract prior to commencement of their employment. 

The contract provides that the employee must comply with the policies and procedures existing at any time. The 

contract/job description clearly defines the responsibility and role of the employee.  

Awareness of and Training Activities related to Information Security: Our assets are first of all our employ-

ees. We encourage our operating staff to maintain their qualifications, educations, and certifications through train-

ing courses, lectures, and other relevant activities to ensure that the employees concerned can be kept up to date 

with security and become aware of new threats.  

Sanctions: The general terms of employment, e.g., confidentiality related to the customers’ and personal circum-

stances, are specified in the employment contracts of all employees in which, among other things, the termination 

of employment and sanctions following security breaches are also described.  

Responsibility related to the Termination of Employment:  When an employee terminates, a procedure will be 

initiated to ensure that the employee returns all relevant assets, e.g., portable devices etc. and that the access to 

buildings, systems and data is withdrawn. The overall responsibility to ensure all control procedures upon termi-

nation of employment lies with the CEO of the company. The documentation related to the termination of employ-

ment is available in electronic form in the human resources department.  

 

Asset Management  

Responsibility for Assets  

List of Assets: Servers and network equipment including configuration are registered to be used for documenta-

tion purposes and to gain an overview of equipment etc. To secure against unauthorized access and to ensure 

the transparency of the structure, we have prepared some documents describing the internal network including 

units, naming of units, logical division of the network etc.  

The documentation for equipment is updated on a regular basis and reviewed at least once a year by our operat-

ing staff.  

Ownership of Assets: Central network units, servers, peripheral units, systems, and data are owned by operat-

ing staff members of the Lessor Group. The customers’ data is owned by the customer’s contact person. 

Acceptable Use of Assets: This subject is described in the employee handbook.  

Return of Assets: When an employee terminates, a procedure will be initiated to ensure that the employee re-

turns all relevant assets and that the access to buildings, systems and data is being withdrawn. The overall re-

sponsibility to ensure all control procedures upon termination of employment lies with the CEO of the company. 

The documentation related to the termination of employment is available in electronic form in the human re-

sources department. 
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Classification of information  

We ensure appropriate protection of information commensurate witch is of importance to the organization. We 

make sure that all data is labeled and classified and is only processed based on documented processes. 

 

Access Control  

Access Control Requirements  

Conditional Access Policies: The way the granting of access is handled is described in a policy document. The 

policy is part of our IT security policy.  

 

User Access Administration  

Procedures for Creation and Deletion of User Profiles: The user profiles of our customers are created solely 

due to the wishes of our customers. In some of the systems, the end customer himself creates his user profile 

without interference by the employees of the Lessor Group. Our own users are created as super users to ensure 

that our support teams can provide professional service.  

All user profiles must be personally identifiable. The access to passwords for accounts which only are used by 

systems (service users) is limited to few authorized persons.  

Grant of Rights: The granting of privileges is controlled in accordance with the regular user administration pro-

cess. Privileges are only granted on a need-to-basis.  

Handling of Confidential Login Information: Personal login information is known only by the employee and 

subject to a password policy to ensure the complexity.  

Evaluation of User Access Rights: Periodically, i.e., once a year, we review the internal systems of the com-

pany including user profiles and access levels to ensure that the procedure related to the termination of employ-

ment is followed and that the customers’ data cannot be accessed by former employees of the Lessor Group.  

 

User Responsibility  

Use of Confidential Password: The IT security policy provides that all employee passwords must be personal 

and that only the user knows the password. Passwords for service accounts etc. which cannot be used for logging 

in, and which are not changed for systemic reasons are stored in a separate system. Only six members of the 

Lessor Group can access this system. 

 

Control of Access to Systems and Data  

Limited Access to Data: The access for our employees is differentiated. Only systems, servers and data which 

are relevant to the area of work of each single employee are accessible. 

System for the Administration of Passwords: All employees are subject to restrictions as regards the pass-

words to customer systems as well as the customers’ own systems. All users have passwords which are subject 

to restrictions related to the creation of the passwords. Some of our systems require that the password is complex 

and changed regularly. In other systems, the customer himself determines the change frequency and complexity 

of the password. 
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Physical Security  

Secure Areas: The physical access to the data centre of the Lessor Group in Allerød is limited to very few people 

from the Lessor Group who all have been provided with a key and a PIN code for the alarm system. The logical 

access is limited to the minimum. External partners whose task is to service the equipment in the data centre are 

al-ways accompanied by an employee of the Lessor Group. 

 

Cryptography 

We ensure the proper and effective use of cryptography to protect the confidentiality, authenticity and/or integrity 

of information. We have policies on how we manage encryption keys and encryption techniques.  

 

Maintenance of Equipment  

Fire Safety: The Lessor Group ApS’ data centre is protected against fire by two INERGEN® systems - one in 

each server room. Regular reviews are carried out to ensure that the INERGEN® system operates correctly. The 

Lessor Group has made a service contract with the supplier including two annual servicing visits. Besides, both 

systems are continuously monitored for operational errors.  

Cooling: In the Lessor Group ApS’ data centre, two refrigeration systems are installed in each server room - a 

free cooling system and a traditional system which also serves as a backup for the free cooling system. Regular 

reviews are carried out to ensure that all refrigeration systems operate correctly. The Lessor Group has made a 

service contract with the supplier including four annual servicing visits. Besides, all refrigeration systems are con-

tinuously monitored for operational errors.  

Backup Power (UPS and generator): In the Lessor Group ApS’ data centre, both UPS units and a standby gen-

erator are installed. There is a UPS unit in each server room and a common standby generator. Regular reviews 

are carried out to ensure that both the UPS units and the standby generator operate correctly. Both UPS systems 

are serviced once a year. The standby generator is serviced once a year by the supplier of the installation. Be-

sides, both the UPS units and the standby generator are continuously monitored for operational errors.  

Monitoring: The entrance to the data centre is equipped with an alarm system and under video surveillance. All 

Lessor Group hosting services including the infrastructure are monitored. The monitoring has been described and 

is being maintained continuously.  

Safe Disposal or Reuse of Equipment: All data equipment is destroyed prior to disposal to ensure that no data 

is available.  

Unattended User Equipment: All internal user accounts in the data centre are centrally managed. Screens are 

locked after 10 minutes in-activity. For all laptops, the time limit is 5 minutes. Thus, we minimize the risk of unau-

thorized access to confidential data.  

 

Operational Safety  

Change Management  

Change management: All changes follow an implemented change management process and are documented in 

Jira.  

Capacity Management: We have established a monitoring system for monitoring capacity constraints.  

All incidents follow an implemented incident management process.  

 

Protection against Malware  

Measures against Malware: On Windows platforms, we have installed anti-virus software. On the firewall, we 

have installed an Intrusion Prevention System (IPS) to safeguard our systems against known malicious attacks. 
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Backup  

Backup of data: We ensure that we will be able to recreate systems and data in an appropriate and correct man-

ner in accordance with the agreements concluded with our customers. We have, for that purpose, developed a 

test to re-establish systems and data. The test is performed on a regular basis at least once a year.  

Backups of our customers’ data take place with us. Backup copies are saved in electronic form on a physical lo-

cation other than the data centre.  

 

Logging and Monitoring  

Incident Logging: Network traffic and server logs are monitored and logged. All logged incidents are being re-

viewed. To be able to manage the monitoring and follow-up of incidents and to ensure that incidents are regis-

tered, prioritized, managed, and escalated, we have implemented formal incident and event management proce-

dures. The process is documented in Jira.  

Administrator and Operator Logs: The administrator logging process is performed simultaneously with the ordi-

nary logging process.  

Time Synchronization: We make use of Internet NTP servers for synchronization of all servers.  

Managing Software in Operating Systems: Via our patch process we ensure that only approved and tested up-

dates are being installed. All patching follows a patch management procedure.  

Managing Technical Vulnerabilities: Safety warnings from DK-CERT, version 2 (or others) are monitored and 

analyzed. If relevant, they are installed on our internal systems within one month from the date of issue. Our inter-

nal solutions are subject to ongoing risk assessments. 

 

Communication security  

Network Measures: The IT security related to the system and data framework is made up by the Internet net-

work, the remote network etc. All traffic, incoming as well as outgoing, is filtered by the firewall rules.  

Ensuring Network Services: The customers access our systems via https. Data transferred from our systems to 

external partners are IP whitelisted and, if this is possible, sent via encrypted data protocols.  

Our redundant firewall (a cluster solution) monitors all incoming traffic.  

Network Division: Our network is divided into service segments to ensure independence between the offered 

services. Furthermore, test and production environments are divided into two segments.  

 

Incident management 

We ensure a consistent and effective approach to information security breach management, including communi-

cation of security incidents and vulnerabilities. We have policies in place to ensure that employees know how se-

curity breaches are defined, managed, and reported. This policy also instructs that employees are required to re-

port information security weaknesses. 

  

Business continuity management  

Emergency Planning: Lessor has prepared an emergency plan for the handling of an emergency. The emer-

gency plan is anchored in the IT risk analysis and maintained at least once a year following the performance of 

the analysis.  

The plan and the procedures are anchored in our operating documentation and procedures.  

Testing, Maintenance and Re-evaluation of Emergency Plans: The plan is tested once a year as a part of our 

emergency preparedness procedure to ensure that the customers, at the lowest possible level, will be affected by 

an emergency situation.  
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Redundancy: We seek to ensure that all services are redundant to make sure that we, in the shortest possible 

time, will be able to re-establish the production environment in a new environment in case of non-repairable errors 

in the production environment. We continue to focus on this area.  

 

Compliance  

Review of Information Security  

Independent Evaluation of Information Security: An evaluation will be carried out by an external IT auditor 

when preparing the annual ISAE 3402 report.  

Compliance with Security Policies and Standards: We carry out internal audits once a year in order to test if 

our internal policies and procedures are followed. The audits include all services and the infrastructure as well as 

other areas, if necessary.  

 

Changes implemented during the Period  

No significant changes have been implemented during the period. 

 

Complementary Controls with the customers  

Lessor’s customers are, unless otherwise agreed, responsible for establishing connection to Lessor’s servers. 

Furthermore, the customers of the Lessor Group are, unless otherwise agreed, responsible for:  

• administration of their own user profiles  

• their own Internet connection  

• own data  
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Section 2: Lessor Group ApS’ statement 

 

The accompanying description has been prepared for customers who have used Lessor Group ApS’ hosting ser-

vices, and their auditors who have a sufficient understanding to consider the description along with other infor-

mation about controls operated by customers themselves, when obtaining an understanding of customers’ infor-

mation systems relevant to financial reporting. 

 

Lessor Group ApS confirms that:  

(a) The accompanying description in Section 1 fairly presents the IT general controls related to Lessor Group 

ApS’ hosting services, processing customer transactions throughout the period 1 April 2022 to 31 March 

2023 

 

The criteria used in making this statement were that the accompanying description: 

 

(i) Presents how the system was designed and implemented, including: 

• The type of services provided  

• The procedures within both information technology and manual systems, used to manage IT gen-

eral controls 

• Relevant control objectives and controls designed to achieve these objectives 

• Controls that we assumed, in the design of the system, would be implemented by user entities, 

and which, if necessary, to achieve the control objectives stated in the accompanying description, 

are identified in the description along with the specific control objectives that cannot be achieved 

by us alone 

• Other aspects of our control environment, risk assessment process, information system and com-

munication, control activities, and monitoring controls that were relevant to IT general controls  

(ii) Contains relevant information about changes in the IT general controls, performed during the period 1 

April 2022 to 31 March 2023 

(iii) Does not omit or distort information relevant to the scope of the system being described, while ac-

knowledging that the description is prepared to meet the common needs of a broad range of customers 

and their auditors and may not, therefore, include every aspect of the system that each individual cus-

tomer may consider important in their own particular environment 

 

(b) The controls related to the control objectives stated in the accompanying description were suitably designed 

and functioning during the period 1 April 2022 to 31 March 2023. The criteria used in making this statement 

were that: 

(i) The risks that threatened achievement of the control objectives stated in the description were identified 

(ii) The identified controls would, if operated as described, provide reasonable assurance that those risks 

did not prevent the stated control objectives from being achieved 

(iii) The controls were used consistently as drawn up, including the fact that manual controls were per-

formed by people of adequate competence and authorization, during the period from 1 April 2022 to 31 

March 2023 

 

Allerød,  July 2023 

Lessor Group ApS 

 

 

Henrik Møller 

CEO 
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Section 3: Independent service auditor’s assurance report on the de-
scription of controls, their design and functionality 

 

 

To Lessor Group ApS, their customers and their auditors.  

 

Scope 

We have been engaged to report on Lessor Group ApS’ description in Section 1 of its system for delivery of Les-

sor Group ApS’ services throughout the period 1 April 2022 to 31 March 2023 (the description) and on the design 

and operation of controls related to the control objectives stated in the description.  

Some of the control objectives stated in Lessor Group ApS’ description in Section 1 of IT general controls, can 

only be achieved if the complementary controls with the customers have been appropriately designed and works 

effectively with the controls with Lessor Group ApS. The report does not include the appropriateness of the design 

and operating effectiveness of these complementary controls.  

 

Lessor Group ApS’ responsibility 

Lessor Group ApS is responsible for preparing the description (Section 1) and accompanying statement (Section 

2) including the completeness, accuracy, and method of presentation of the description and statement. Addition-

ally, Lessor Group ApS is responsible for providing the services covered by the description; stating the control 

objectives; and for the design, implementation, and effectiveness of operating controls for achieving the stated 

control objectives. 

 

Grant Thorntons independence and quality control 

We have complied with the independence and other ethical requirements of the International Ethics Standards 

Board for Accountants’ International Code of Ethics for Professional Accountants issued by the International Eth-

ics Standards Board for Accountants (IESBA Code), which is founded on fundamental principles of integrity, ob-

jectivity, professional competence and due care, confidentiality and professional behavior and ethical require-

ments applicable to Denmark.  

Grant Thornton applies International Standard on Quality Control 11 and accordingly maintains a comprehensive 

system of quality control including documented policies and procedures regarding compliance with ethical require-

ments, professional standards, and applicable legal and regulatory requirements. 

 

Auditor’s responsibility 

Our responsibility is to express an opinion on Lessor Group ApS’ description (Section 1) as well as on the design 

and operation of the controls related to the control objectives stated in that description based on our procedures. 

We conducted our engagement in accordance with ISAE 3402, “Assurance Reports on Controls at a Service Or-

ganisation”, issued by International Auditing and Assurance Standards Board.  

This standard requires that we plan and perform our procedures to obtain reasonable assurance about whether, 

in all material respects, the description is fairly presented, and the controls are suitably designed and operating 

effectively.  

  

 

1 ISQM 1, Quality control for firms that perform audits and reviews of financial statements, and other assurance and related 
services engagements. 
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An assurance engagement to report on the description, design, and operating effectiveness of controls at a ser-

vice organisation involves performing procedures to obtain evidence about the disclosures in the service organi-

sation’s description of its system, and the design and operating effectiveness of controls. The procedures se-

lected depend on the service auditor’s judgement, including the assessment of the risks that the description is not 

fairly presented, and that controls are not suitably designed or operating effectively. Our procedures included test-

ing the operating effectiveness of those controls that we consider necessary to provide reasonable assurance that 

the control objectives stated in the description were achieved.  

An assurance engagement of this type also includes evaluating the overall presentation of the description, the 

suitability of the objectives stated therein, and the suitability of the criteria specified by the service organisation in 

Section 2. 

We believe that the evidence we have obtained is sufficient and appropriate to provide a basis for our opinion. 

 

Limitations of controls at a service organisation  

Lessor Group ApS’ description in Section 1, is prepared to meet the common needs of a broad range of custom-

ers and their auditors and may not, therefore, include every aspect of the systems that each individual customer 

may consider important in their own particular environment. Also, because of their nature, controls at a service 

organisation may not prevent or detect all errors or omissions in processing or reporting transactions.  

Furthermore, the projection of any functionality assessment to future periods is subject to the risk that controls 

with service provider can be inadequate or fail. 
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Opinion 

Our opinion has been formed based on the matters outlined in this report. The criteria we used in forming our 

opinion were those described in Lessor Group ApS’ statement in Section 2 and based on this, it is our opinion 

that: 

(a) The description of the controls, as they were designed and implemented throughout the period 1 April 2022 

to 31 March 2023, is fair in all material respects. 

(b) The controls related to the control objectives stated in the description were suitably designed throughout the 

period 1 April 2022 to 31 March 2023 in all material respects. 

(c) The controls tested, which were the controls necessary for providing reasonable assurance that the control 

objectives in the description were achieved in all material respects, have operated effectively throughout the 

period 1 April 2022 to 31 March 2023.  

 

 

Description of tests of controls 

The specific controls tested, and the nature, timing and results of these tests are listed in the subsequent main 

section (Section 4) including control objectives, test, and test results.  

 

Intended users and purpose 

This assurance report is intended only for customers who have used Lessor Group ApS and the auditors of these 

customers, who have a sufficient understanding to consider the description along with other information, including 

information about controls operated by customers themselves. This information serves to obtain an understanding 

of the customers’ information systems, which are relevant for the financial reporting. 

 

Grant Thornton  

State Authorised Public Accountants  

 

Kristian Randløv Lydolph    Martin Brogaard Nielsen 

State Authorised Public Accountant   Partner, CISA, CIPP/E, CRISC 

  

 

 

Copenhagen,  July 2023 
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Section 4: Control objectives, controls, and service auditor testing 

 

Purpose and scope 

A description and the results of our tests based on the tested controls appear from the tables on the following pages. 

To the extent that we have identified significant weaknesses in the control environment or deviations therefrom, we 

have specified this.  

Controls, which are specific to the individual customer solutions, or are performed by Lessor Group ApS’ custom-

ers, are not included in this report.  

 

Tests 

We performed our test of controls at Lessor Group ApS, by taking the following actions:  

Method General description  

Inquiries Interview with appropriate personnel at Lessor Group ApS regarding controls.  

Observation Observing how controls are performed.  

Inspection Review and evaluation of policies, procedures and documentation concerning 
the performance of controls. This includes reading and assessment of reports 
and documents in order to evaluate whether the specific controls are designed in 
such a way, that they can be expected to be effective when implemented. Fur-
ther, it is assessed whether controls are monitored and controlled adequately 
and with suitable intervals.  

Re-performance Re-performance of controls in order to verify that the control is working as as-
sumed.  
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Results of tests  

Below, we have listed the tests performed by Grant Thornton as basis for the evaluation of the IT general controls with Lessor Group ApS. 

A.5  Information security policies  

A.5.1 Management direction for information security 
Control objective:  To provide management direction and support for information security in accordance with business requirements and relevant laws and regulations 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

5.1.1 Policies for information security 

A set of policies for information security is defined 
and approved by management, and then pub-
lished and communicated to employees and rele-
vant external parties. 

We have inspected the information security policy and we 
have inspected documentation for management approval of 
the information security policy. 

No deviations noted. 

5.1.2 Review of policies for information security 

The policies for information security are reviewed 
at planned intervals or if significant changes oc-
cur, to ensure their continuing suitability adequacy 
and effectiveness. 

We have inspected the procedure for periodic review of the 
information security policy.  

We have inspected, that the information security policy has 
been reviewed, based on updated risk assessments, to en-
sure that it still is suitable, adequate, and effective. 

No deviations noted. 
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A.6 Organisation of information security  

A.6.1 Internal organisation  
Control objective:  To establish a management framework to initiate and control the implementation and operation of information security within the organisation 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

6.1.1 Information security roles and responsibilities 

All information security responsibilities are defined 
and allocated. 

We have inspected the organisation chart.  

We have inspected the guidelines for information security 
roles and responsibilities.  

No deviations noted.  

6.1.2 Segregation of duties 

Confliction duties and areas of responsibility are 
segregated to reduce opportunities for unauthor-
ized or unintentional modification or misuse of the 
organisations’ assets. 

We have inspected policies regarding granting and mainte-
nance of segregation of duties and functions.  

No deviations noted.  

6.1.4 Contact with special interest groups 

Appropriate contacts with special interest groups 
or other specialist security forums and profes-
sional associations are maintained. 

We have inspected documentation regarding maintenance of 
rules for appropriate contact with special interest groups, se-
curity fora and professional organisations.  

 

No deviations noted.  
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A.6.2 Mobile devices and teleworking  
Control objective: To ensure the security of teleworking and use of mobile devices 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

6.2.1 Mobile device policy 

Policy and supporting security measures are 
adopted to manage the risk introduced by using 
mobile devices. 

We have inspected the policy for securing of mobile devices.  

We have inspected, that technical setup for securing of mo-
bile devices has been defined.  

 

No deviations noted.  

6.2.2 Teleworking. 

Policy and supporting security measures are im-
plemented to protect information accessed, pro-
cessed and stores at teleworking sites. 

We have inspected implemented security measures.  

 

No deviations noted.  
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A.7  Human ressource security 

A.7.1 Prior to employment 
Control objective: To ensure that employees and contractors understand their responsibilities and are suitable for the roles for which they are considered 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

7.1.1 Screening 

Background verification checks on all candidates 
for employment is being carried out in accordance 
with relevant laws regulations and ethics and are 
proportional to the business requirements the 
classification of the information to be accessed 
and the perceived risks. 

We have inspected the procedure for employment of new 
employees and the security measures needed in the pro-
cess.  

We have, by sample test, inspected a selection of contracts 
with employees in order to determine whether the procedure 
regarding background check has been followed.  

 

No deviations noted.  

7.1.2 Terms and conditions of employment  

The contractual agreements with employees are 
stating their and the organisation’s responsibilities 
for information security. 

We have, by sample test, inspected a contract with employ-
ees in order to determine whether these are signed by the 
employees.  

No deviations noted. 
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A.7.2 During employment 
Control objective: To ensure that employees and contractors are aware of and fulfil their information security responsibilities 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

7.2.1 Management responsibility  

Management is requiring all employees and con-
tractors to apply information security in accord-
ance with the established policies and procedures 
of the organisation. 

We have inspected the procedure for establishing require-
ments for employees. 

We have, by sample test, inspected that management has 
required that employees observe the IT-security policy. 

No deviations noted. 

7.2.2 Information security awareness education and 
training 

All employees of the organisation and where rele-
vant contractors, are receiving appropriate aware-
ness education and training and regular updates 
in organisational policies and procedures as rele-
vant for their job function. 

We have inspected documentation for adequate training and 
education (awareness training). 

No deviations noted. 

 

A.7.3  Termination and change of employment  
Control objective: To protect the organisation’s interests as part of the process of changing or terminating employment 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

7.3.1 Termination or change of employment responsibil-
ity 

Information security responsibilities and duties 
that remain valid after termination or change of 
employment have been defined, communicated to 
the employee, and enforced. 

We have, by sample test, inspected employees’ obligation to 
maintain information security in connection with termination 
of employment. 

No deviations noted.  
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A.8  Asset management 

A.8.1 Responsibility for assets  
Control objective: To identify organisational assets and define appropriate protection responsibilities 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

8.1.1 Inventory of assets  

Assets associated with information and infor-
mation processing facilities have been identified 
and an inventory of these assets has been drawn 
up and maintained. 

We have inspected asset listings. No deviations noted.  

8.1.2 Ownership of assets 

Assets maintained in the inventory are being 
owned.  

We have inspected record of asset ownership.  

 

No deviations noted.  

8.1.3 Acceptable use of assets 

Rules for the acceptable use of information and of 
assets associated with information and infor-
mation processing facilities are being identified, 
documented, and implemented. 

We have inspected asset use guidelines. No deviations noted.  

8.1.4 Return of assets  

All employees and external party users are return-
ing all the organisational assets in their posses-
sion upon termination of their employment con-
tract or agreement. 

We have inspected the procedure for securing the return of 
assets delivered, and we have by sample test basis 
inspected the return of assets.  

No deviations noted.  
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A.8.2 Classification of information  
Control objective: To ensure an appropriate protection of information considering the value of the information to the organisation.  

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

8.2.1 Classification 

Information is classified in terms of legal require-
ments value criticality and sensitivity to unauthor-
ised disclosure or modification. 

We have inspected the policy for classification of information.  

 

 

No deviations noted.  

8.2.2 Labelling of information  

An appropriate set of procedures for information 
labelling are developed and implemented in ac-
cordance with the information classification 
scheme adopted by the organisation. 

We have inspected the procedures for labelling of data, and 
we have inspected, that information is labelled in accordance 
with the classification system.  

 

No deviations noted.  

8.2.3 Handling of assets  

Procedures for handling assets are developed 
and implemented in accordance with the infor-
mation classification scheme adopted by the or-
ganisation. 

We have inspected the procedures for handling of assets. No deviations noted.  
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A.9 Access control  

A.9.1 Business requirements of access control 
Control objective: To limit access to information and information processing facilities 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

9.1.1 Access control policy  

An access control policy has been established, 
documented, and reviewed based on business 
and information security requirements. 

We have inspected the policy of managing access control in 
order to establish whether it is updated and approved. 

 

No deviations noted. 

9.1.2 Access to network and network services 

Users are only being provided with access to the 
network and network services that they have been 
specifically authorized to use. 

We have inspected managing access to networks and 
network services, and we have inspected the solution. 

No deviations noted. 

 

A.9.2 User access management  
Control objective: To ensure authorised user access and to prevent unauthorised access to systems and services. 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

9.2.1 User Registration and de-registration 

A formal user registration and de-registration pro-
cess has been implemented to enable assignment 
of access rights. 

We have inspected the process for creating and aborting 
users. 

No deviations noted. 

9.2.2 User access provisioning  

A formal user access provisioning process has 
been implemented to assign or revoke access 
rights for all user types to all systems and services 

We have inspected that the procedure for user administration 
has been implemented.  

We have on a sample basis inspected documentation for cre-
ation and removal of user access. 

We have observed that for 1 of 13 samples 
no ticket of approval was available for ac-
cess creation. 

No further deviations noted. 
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No. Lessor Group ApS’ control Grant Thornton’s test Test results 

9.2.3 Management of privileged access rights 

The allocation and use of privileged access rights 
have been restricted and controlled. 

We have inspected a list of privileged users to establish 
whether the procedure has been followed.  

No deviations noted.  

9.2.4 Management of secret-authentication information 
of users  

The allocation of secret authentication information 
is controlled through a formal management pro-
cess. 

We have inspected the process regarding allocation of ac-
cess codes to platforms.  

 

No deviations noted.  

9.2.5 Review of user access rights 

Asset owners are reviewing user’s access rights 
at regular intervals 

We have inspected the process of periodic review of users 
and we have inspected checks for review. 

We have observed that no formal review of 
user access rights has been performed for 
Danløn and LessorLøn. 

No further deviations noted.  

9.2.6 Removal or adjustment of access rights 

Access rights of all employees’ information and in-
formation processing facilities are being removed 
upon termination of their employment contract or 
agreement or adjusted upon change. 

We have inspected procedures about discontinuation and 
adjustment of access rights.  

We have, by sample test, inspected resigned employees and 
we have inspected whether their access rights have been 
cancelled.  

No deviations noted.  

    

A.9.3 User responsibilities  
Control objective: To make users accountable for safeguarding their authentication information 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

9.3.1 Use of secret authentication information 

Users are required to follow the organisations’ 
practices in the use of secret authentication infor-
mation. 

We have inspected the guidelines for use of secret authenti-
cation information. 

We have not received documentation 
showing that the implemented password 
settings are in accordance with the pass-
word policy. 

No deviations noted.  
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A.9.4 System and application access control  
Control objective: To prevent unauthorised access to systems and applications 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

9.4.1 Information access restriction  

Access to information and application system 
functions has been restricted in accordance with 
the access control policy. 

We have inspected guidelines and procedures for securing 
access restriction to application system functions. 

No deviations noted.  

9.4.2 Secure log-on procedures 

Access to systems and applications is controlled 
by procedure for secure logon. 

We have inspected procedure for secure logon. No deviations noted.  
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A.10 Cryptography  

A.10.1 Cryptographic controls  
Control objective: To ensure proper and effective use of cryptography to protect the confidentiality, authenticity and/or integrity of information 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

10.1.1 Policy on the use of cryptographic controls 

A policy for the use of cryptographic controls for 
protection of information has been developed and 
implemented. 

We have inspected the policy of using encryption, and we 
have inspected the implementation cryptography. 

We have observed that Workforce is sup-
ported by TLS 1.0 and TLS 1.1. 

No further deviations noted. 

10.1.2 Key Management  

A policy on the use protection and lifetime of cryp-
tographic keys has been developed and imple-
mented through their whole lifecycle. 

We have inspected the policies for administering crypto-
graphic keys, which supports the company use of crypto-
graphic techniques.  

We have inspected that warning notification regarding crypto-
graphic keys are implemented.  

No deviations noted.  
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A.11 Physical and environmental security  

A.11.1 Secure areas 
Control objective: To prevent unauthorised physical access, damage and interference to the organisation’s information and information processing facilities 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

11.1.1 Physical security perimeter 

Security perimeters have been defined and used 
to protect areas that contain either sensitive or 
critical information and information. 

We have inspected the procedure for physical security of fa-
cilities and security perimeters. 

We have inspected relevant locations and their security pe-
rimeter, in order to establish whether security measures have 
been implemented to prevent unauthorized access.  

No deviations noted.  

11.1.2 Physical entry control 

Secure areas are protected by appropriate entry 
controls to ensure that only authorized personnel 
are allowed access. 

We have inspected procedures for access control to secure 
areas.  

We have inspected access list for authorized personnel. 

No deviations noted.  

11.1.3 Securing offices, rooms, and facilities 

Physical security for offices rooms and facilities 
has been designed and applied. 

We have inspected that physical security has been applied to 
protect offices, rooms, and facilities.  

We have inspected, that an inspection on equipment, UPS 
installations etc. is being performed.  

No deviations noted.  

11.1.4 Protection against external and environmental 
threats 

Physical protection against natural disasters, mali-
cious attack or accidents has been designed and 
applied. 

We have inspected procedures for protection against exter-
nal and environmental threats 

We have inspected documentation of security measures, to 
prevent threats from fire, heat and water and we have in-
spected relevant locations in order to make sure that fire-
fighting equipment, fire-and smoke alarms, blocking of water-
pipes, raised floors and alarms for testing of moisture, water 
etc. have been installed.  

No deviations noted.  
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A.11.2 Equipment 
Control objective: To prevent loss, damage, theft or compromise of assets and interruption to the organisation’s operations 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

11.2.2 Supporting utilities (security of supply) 

Equipment is protected from power failures and 
other disruptions caused by failures in supporting 
utilities. 

We have inspected procedures for protection of equipment 
from power failure and other disruptions caused by failures in 
supporting utilities.  

We have inspected service reports showing that service in-
spections have been performed, according to the suppliers’ 
recommendations, and that equipment is tested regularly.  

No deviations noted.  

11.2.3 Cabling security 

Power and telecommunications cabling carrying 
data or supporting information services are being 
protected from interception. 

We have inspected the protection of selected power and tele-
communications cabling in order to stablish whether the ca-
bles are protected from interception.  

No deviations noted.  
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A.12  Operations security 

A.12.1 Operational procedures and responsibilities  
Control objective: To ensure correct and secure operation of information processing facilities 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

12.1.1 Documented operating procedures.  

Operating procedures have been documented 
and made available to all users. 

We have inspected that documentation for operating proce-
dures is accessible to relevant employees.  

No deviations noted.  

12.1.2 Change management  

Changes to the organisation business processes 
information processing facilities and systems that 
affect information security have been controlled. 

 

We have inspected the procedure regarding changes of in-
formation handling equipment and -systems.  

We have, by sample test, inspected whether a selection of 
changes, made on service applications have been regis-
tered, assessed, prioritized, and implemented in the produc-
tion environment, according to the Change Management pro-
cedure. 

We have inquired about the change management procedure 
for IT Operations. 

We have from 63 samples observed that: 

 8 samples were not approved 

 2 samples no segregation of duties 

was present 

 
We have been informed that a risk assess-
ment is performed for all changes to sys-
tems, databases and networks but that the 
risk assessment is not formally docu-
mented at this moment. 
 
No further deviations noted. 

12.1.3 Capacity management  

The use of resources is monitored and adjusted, 
and future capacity requirements are projected to 
ensure that the required system performance is 
obtained.  

We have inspected the procedure for monitoring use of re-
sources and adjustments of capacity, to ensure future capac-
ity requirements. 

We have inspected that relevant platforms are included in the 
capacity requirement procedure.  

No deviations noted. 

12.1.4 Separation of development-, test- and operations 
facilities 

Development testing and operational environ-
ments are separated to reduce the risks of unau-
thorized access or changes to the operational en-
vironment. 

We have inspected the documentation for separation of de-
velopment-, test- and operations facilities.  

We have inspected, that development, test, and production 
are either physically or logically separated.  

No deviations noted.  
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A 12.2  Protection from malware 
Control objective: To ensure that information and information processing facilities are protected against malware 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

12.2.1 Control against malware  

Detection prevention and recovery controls to pro-
tect against malware have been implemented 
combined with appropriate user awareness. 

We have inspected procedures for measures against 
malware. 

We have inspected the documentation for the use of antivirus 
software. 

No deviations noted.  

    

A.12.3  Backup 
Control objective: To protect against loss of data 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

12.3.1 Information backup  

Backup copies of information software and system 
images are taken and tested regularly in accord-
ance with an agreed backup policy. 

We have inspected configuration of backup and we have 
inspected documentation for the setup. 

We have inspected that backup is monitored.  

We have inspected lists of backupfiles and we have 
inspected documentation for recovery test.  

No deviations noted.  

 

A.12.4  Logging and monitoring  
Control objective: To record events and generate evidence 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

12.4.1 Event logging  

Event logs recording user activities exceptions 
faults and information security events shall be pro-
duced, kept, and regularly reviewed. 

We have inspected user activity logging.  

We have inspected procedures for system logging 

 

No deviations noted.  
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No. Lessor Group ApS’ control Grant Thornton’s test Test results 

12.4.2 Protection of log information 

Logging facilities and log information are being 
protected against tampering and unauthorized ac-
cess. 

We have inspected procedures for secure log information. 

We have inspected logging configurations in order to estab-
lish whether login information is protected against manipula-
tion and unauthorized access.  

No deviations noted.  

12.4.3 Administrator and operator logs 

System administrator and system operator activi-
ties have been logged and the logs are protected 
and regularly reviewed. 

We have inspected procedures regarding logging of activities 
performed by system administrators and operators.  

We have inspected actions of system administrators and op-
erators are logged and reviewed.  

No deviations noted.  

12.4.4 Clock synchronization  

The clocks of all relevant information processing 
systems within an organisation or security domain 
have been synchronised to a single reference time 
source. 

We have inspected the procedures for synchronization 
against a reassuring time server and we have inspected the 
solution. 

 

No deviations noted.  

 

A.12.5  Control of operational software 
Control objective: To ensure the integrity of operational systems 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

12.5.1 Installation of software on operational systems 

Procedures are implemented to control the installa-
tion of software on operational systems. 

We have inspected software installation guidelines on 
operating systems and we have, by sample test, inspected 
that the guidelines are followed. 

 No deviations noted.  
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A.12.6  Technical vulnerability management 
Control objective: To prevent exploitation of technical vulnerabilities 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

12.6.1 Management of technical vulnerabilities 

Information about technical vulnerabilities of infor-
mation systems being used is obtained in a timely 
fashion, the organisation’s exposure to such vul-
nerabilities evaluated and appropriate measures 
taken to address the associated risk. 

We have inspected the procedure regarding gathering and 
evaluation of technical vulnerabilities.  

 

 No deviations noted. 

12.6.2 Restriction on software installation 

Rules governing the installation of software by us-
ers have been established and implemented. 

We have inspected the restriction of user executed software 
installations. 

We have inspected, that regulations for software installations 
are followed.  

No deviations noted.  
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A.13  Communications security  

A.13.1  Network security management 
Control objective: To ensure the protection of information in networks and its supporting information processing facilities 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

13.1.1 Network controls 

Networks are managed and controlled to protect 
information in systems and applications. 

We have inspected documentation for network design and 
security setups of network components. 

No deviations noted.  

13.1.2 Security of network services 

Security mechanisms service levels and manage-
ment requirements of all network services are 
identified and included in network services agree-
ments whether these services are provided in-
house or outsourced. 

We have inspected documentation for firewall components 
on the network.  

We have inspected that firewalls are updated.  

No deviations noted.  

13.1.3 Segregation of networks 

Groups of information services users and infor-
mation systems are segregated on networks. 

We have inspected the guidelines for segregation of net-
works.  

 

No deviations noted.  
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A.16  Information security incident management  

A.16.1  Management of information security incidents and improvements 
Control objective: To ensure a consistent and effective approach to the management of information security incidents, including communication on security events and weak-
nesses 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

16.1.1 Responsibilities and procedures 

Management responsibilities and procedures are 
established to ensure a quick effective and orderly 
response to information security incidents. 

We have inspected the responsibilities and procedures of 
information security incidents, and we have inspected 
documentation of the distribution of responsibilities.  

Further, we have inspected the procedure for the handling of 
information security incidents. 

No deviations noted.  

16.1.2 Reporting information security events 

Information security events are being reported 
through appropriate management channels as 
quickly as possible. 

We have inspected guidelines for reporting information 
security incidents, and we have inspected the guidelines. 

We have inspected that information events are reported 
appropriately. 

No deviations noted.  

16.1.3 Reporting security weaknesses 

Employees and contractors using the organisa-
tion’s information systems and services are re-
quired to note and report any observed or sus-
pected information security weaknesses in sys-
tems or services. 

We have inquired about information security weaknesses 
during the period. 

We have been informed that there have 
not been any security weaknesses during 
the period, and therefore we have not 
been able to test the effectiveness of the 
control.  

No deviations noted. 

16.1.4 Assessment of and decision on information secu-
rity events 

Information security events are assessed, and it is 
decided if they are to be classified as information 
security incidents. 

We have inspected the procedure for assessment, response 
and evaluation of information security events.  

No deviations noted. 

  

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: U
H

O
EU

-M
FJ

7B
-L

A2
LW

-2
VE

BT
-2

41
K0

-U
64

KZ



 

Lessor Group ApS  Page 33 of 36 

 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

16.1.5 Response to information security incidents 

Information security incidents are responded to in 
accordance with the documented procedures. 

We have inquired into information security incidents have 
been responded to, in accordance with the documented pro-
cedures.  

We have been informed that there have 
not been any information security incidents 
during the period, wherefore wee have not 
been able to test the effectiveness of the 
control. 

No deviations noted.  

16.1.6 Learning from information security incidents 

Knowledge gained from analysing and resolving 
information security incidents is used to reduce 
the likelihood or impact of future incidents. 

We have inquired about problem management function 
which analyses information security incidents in order to re-
duce probability of recurrence. 

We have been informed that there have 
not been any information security incidents 
during the period, wherefore we have not 
been able to test the effectiveness of the 
control. 

No deviations noted.  

 

A.17  Information security aspects of business continuity management  

A.17.1  Information security continuity 
Control objective: Information security continuity should be embedded in the organisation’s business continuity management systems 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

17.1.1 Planning information security continuity 

Requirements for information security and the con-
tinuity of information security management in ad-
verse situations e.g., during a crisis or disaster has 
been decided upon.  

We have inspected the contingency plan to ensure the 
continuation of operations in the event of crashes and the 
like. 

 

No deviations noted.  

17.1.2 Implementing information security continuity 

Processes, procedures, and controls to ensure the 
required level of continuity for information security 
during an adverse situation are established, docu-
mented, implemented, and maintained. 

We have inspected procedures to ensure that all relevant 
systems are included in the contingency plan, and we have 
inspected that the contingency plan is properly maintained.  

No deviations noted.  
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No. Lessor Group ApS’ control Grant Thornton’s test Test results 

17.1.3 Verify review and evaluate information security 
continuity 

The established and implemented information se-
curity continuity controls are verified on a regular 
basis to ensure that they are valid and effective 
during adverse situations. 

We have inquired about test of the contingency plan. 

 

We have been informed that the contin-
gency plan has not been tested during the 
assurance period. 

No further deviations noted.  

 

A.18 Compliance 

A.18.2  Information security reviews 
Control objective: To ensure that information security is implemented and operated in accordance with the organisational policies and procedures 

No. Lessor Group ApS’ control Grant Thornton’s test Test results 

18.2.1 Independent review of information security 

Processes and procedures for information secu-
rity) (control objectives, controls, policies, pro-
cesses, and procedures for information security) 
are reviewed independently at planned intervals or 
when significant changes occur. 

We have observed, that independent evaluation of 
information security has been established. 

No deviations noted.  

18.2.2 Compliance with security policies and standards 

Managers are regularly reviewing the compliance 
of information processing and procedures within 
their area of responsibility with the appropriate se-
curity policies standards and any other security re-
quirements. 

We have inspected management’s procedures for compli-
ance with security policies and security standards. 

No deviations noted.  
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Section 5: Supplementary information from Lessor Group ApS 

The following supplementary information has not been subject to the audit performed by Grant Thornton. 

Based on Grant Thornton's identified deviations in the ISAE 3402 statement, Lessor A/S and Danske Lønsystemer A/S (hereinafter referred to as Lessor Group) have provided 

the following supplementary information: 

 

Under control activity A.9.2.2.2, Grant Thornton has found the following:  

"We have observed that for 1 out of 13 samples no ticket of approval was available for access creation. 

To this, Lessor Group states that a new process has been developed to ensure approval of all new user access assignments. The observation was found for one user access 

grant during the transition period between the new and old process. 

 

Under control activity A.9.2.5, Grant Thornton has found the following:  

"We have observed that no formal review of user access rights has been performed for Danløn and LessorLøn. No further deviations noted" 

Lessor Group can initially state that this observation is about a small number of internal privileged admin users on the platform. These admin users are monitored on an ongo-

ing basis and are cancelled the moment the employee in question no longer has a work-related need for these rights. 

 

Under control activity A.9.3.1, Grant Thornton has found the following:  

"We have not received documentation showing that the implemented password settings are in accordance with the password policy. No deviations noted." 

To this, Lessor Group states that password settings are implemented but not possible to document on individual technical components. 

 

Under control activity A.10.1.1.1, Grant Thornton has found the following: 

"We have observed that Workforce is supported by TLS 1.0 and TLS 1.1. No further deviations noted." 

To this, Lessor Group states that in the new audit period, Lessor Group requires TLS 1.2 by default. 
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Under control activity A.12.1.2, Grant Thornton has found the following: 

”We have from 63 samples observed that: 8 samples were not approved and 2 samples no segregation of duties was present. We have been informed that a risk assessment is 

performed for all changes to systems, databases and networks but that the risk assessment is not formally documented at this moment. No further deviations noted.” 

To this, Lessor Group states that all changes to our applications are approved. Some, such as the 8 mentioned above, are approved informally and thus could not be docu-

mented. The procedure will be tightened up so that the documentation requirement can be met in the future. 

 

Under control activity A.17.1.3, Grant Thornton has found the following:  

"We have been informed that the contingency plan has not been tested during the assurance."  

To this, Lessor Group states that Lessor Group has tightened the process so that the contingency plan is tested annually. 
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                    Erklæring og samtykke
                

                
                    
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    

                    
                        Jeg accepterer, at mit fulde navn, min aktuelle IP-adresse samt mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    

                    
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    

                    
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform: https://penneo.com/eula                      

                

                
                    Dokumenter der underskrives

                    
                        
                            
                                
                                    
                                

                                
                                    Jeg underskriver dokumentet ""                                


                                
                                                                                                            - 
                                            på vegne af  
                                            som 

                                

                                
                                    
                                        Dokumentnøgle: 
                                    

                                    
                                        Dokumentets kryptografiske  hash-værdi: 
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                    Erklæring og samtykke
                

                
                    
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    

                    
                        Jeg accepterer, at mit fulde navn, min aktuelle IP-adresse samt mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    

                    
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    

                    
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform: https://penneo.com/eula                      

                

                
                    Dokumenter der underskrives

                    
                        
                            
                                
                                    
                                

                                
                                    Jeg underskriver dokumentet ""                                


                                
                                                                                                            - 
                                            på vegne af  
                                            som 

                                

                                
                                    
                                        Dokumentnøgle: 
                                    

                                    
                                        Dokumentets kryptografiske  hash-værdi: 
                                    

                                

                            

                        
                    

                

            


            
        
  
 
 
 
 
 
 rJfX66zudAbsrkojwX1vA96DTGQ58NVN5D0UWOiygu4=


 
ooRo9JPRa57ub7xoqjyrPAppuGpKJXYvAVcai8uc6Mw1tlUSysQXVsK8Jy/TJuh/sbMe+Xu+Bi6Y
UaVC7S0+cKzPr3a545+joEhN7rCDBCVeuBd7aGLAIcEEo/Eg8sM/pMnbGAM40FA2BKBs+RFrtGed
iAvWdbTJ6d7g0AZHqk2TJph2C+TeBhejkAIv1fNVl93KoUsLqMjvknNX8rGJy1bNSW7fFfq3dNdB
0uV23tE50aSf0pa6yaGuxRCW7wb/5KlaV6SnHMTD6NwLJS4wqROZBrnQTnL6k7rr4OXWJXQR4I3U
p/CKOHZMuwUHFxDSQPSq4SB8ecpJMTiCbGHeEw==

 
 
 
MIIGSTCCBTGgAwIBAgIEXop07DANBgkqhkiG9w0BAQsFADBAMQswCQYDVQQGEwJESzESMBAGA1UE
CgwJVFJVU1QyNDA4MR0wGwYDVQQDDBRUUlVTVDI0MDggT0NFUyBDQSBJVjAeFw0yMjExMjExNDE0
MzhaFw0yNTExMjExNDE0MDFaMIGVMQswCQYDVQQGEwJESzFJMEcGA1UECgxAR1JBTlQgVEhPUk5U
T04gU1RBVFNBVVRPUklTRVJFVCBSRVZJU0lPTlNQQVJUTkVSIC8vIENWUjozNDIwOTkzNjE7MBcG
A1UEAwwQS3Jpc3RpYW4gTHlkb2xwaDAgBgNVBAUTGUNWUjozNDIwOTkzNi1SSUQ6NDMzNDAzMjgw
ggEiMA0GCSqGSIb3DQEBAQUAA4IBDwAwggEKAoIBAQCmdnaxqjavD/7HWkhCIylxsAXytnkB0thB
KV/k8VDbIfrHNtPB9plo3874kdrzRPVwVB4nrGtFALYg9r89TcKKJFgRpqvFxRojbMXqjrls5lsf
AT91QC3fU2esdbB+EZET4sA18sZ9Rktv8tM0NhsZ+r8UiCgGzRsLpiWplgXhIwbYjo04WiyCc5LQ
ddJqoChHDXsIra26JscdZjWD+e+h5tYIUysuTL1KMViCFUyE5qRHPpwrDMju2kq6Ssin/YkW/Yf8
t2xqq0Vnp1HHPYC+W1xIkY20cmrUxOU+B+T8zztRSZYZd2npNdQJunx4YZo7oAAfNmUt1r36DChh
VYOhAgMBAAGjggLzMIIC7zAOBgNVHQ8BAf8EBAMCA/gwgYkGCCsGAQUFBwEBBH0wezA1BggrBgEF
BQcwAYYpaHR0cDovL29jc3AuaWNhMDQudHJ1c3QyNDA4LmNvbS9yZXNwb25kZXIwQgYIKwYBBQUH
MAKGNmh0dHA6Ly9tLmFpYS5pY2EwNC50cnVzdDI0MDguY29tL29jZXMtaXNzdWluZzA0LWNhLmNl
cjCCAUMGA1UdIASCATowggE2MIIBMgYKKoFQgSkBAQECBjCCASIwLwYIKwYBBQUHAgEWI2h0dHA6
Ly93d3cudHJ1c3QyNDA4LmNvbS9yZXBvc2l0b3J5MIHuBggrBgEFBQcCAjCB4TAQFglUUlVTVDI0
MDgwAwIBARqBzEZvciBhbnZlbmRlbHNlIGFmIGNlcnRpZmlrYXRldCBn5mxkZXIgT0NFUyB2aWxr
5XIsIENQUyBvZyBPQ0VTIENQLCBkZXIga2FuIGhlbnRlcyBmcmEgd3d3LnRydXN0MjQwOC5jb20v
cmVwb3NpdG9yeS4gQmVt5nJrLCBhdCBUUlVTVDI0MDggZWZ0ZXIgdmlsa+VyZW5lIGhhciBldCBi
ZWdy5m5zZXQgYW5zdmFyIGlmdC4gcHJvZmVzc2lvbmVsbGUgcGFydGVyLjAlBgNVHREEHjAcgRpL
cmlzdGlhbi5MeWRvbHBoQGRrLmd0LmNvbTCBlwYDVR0fBIGPMIGMMC6gLKAqhihodHRwOi8vY3Js
LmljYTA0LnRydXN0MjQwOC5jb20vaWNhMDQuY3JsMFqgWKBWpFQwUjELMAkGA1UEBhMCREsxEjAQ
BgNVBAoMCVRSVVNUMjQwODEdMBsGA1UEAwwUVFJVU1QyNDA4IE9DRVMgQ0EgSVYxEDAOBgNVBAMM
B0NSTDg3MzIwHwYDVR0jBBgwFoAUXLt1YhYymao2oLia+2+nDF/wCtUwHQYDVR0OBBYEFLLvS5cJ
AOrNPT8es7WI3FjfDd4XMAkGA1UdEwQCMAAwDQYJKoZIhvcNAQELBQADggEBAHoNFv01o8+cODLO
ZvA8YUEP4isfuc0gihxur5740Wtse5dH5raajxwL4Fz5StEQehPVgM1Aj44Cnex3vE1vNSgdfe+N
udyoqQqLOjzwLRTyNJtMXCXsc9KI1EkjAgTQ57ADAudbdtLaqtzKjDhlE+pow1F++HLVkv9b/BSL
wFFhHQiCdVjyzS41TF3bC5ftZvKDyBSXp1NVc0UVQhyFQIKaKwZDRPrHZW+3uqVAmOn+wVb0MnKU
v0UJhcHQhEkGhFarvR2mc1395u9jxqYc17/rQbDXDF6hLhJCmjg6YDZri8K7lfxlxBqePBNgjrvS
42mKzUKc/Ic/TNhApB3eVgE=


 
 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=


 
 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  
  signtext 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
  RequestIssuer UGVubmVvLmNvbQ==
  host VUdWdWJtVnZMbU52YlE9PQ==
  openoces_opensign_layout_size_height NzQy
  openoces_opensign_layout_size_width MTQyNA==
  openoces_opensign_layout_color_background MjM4LDIzOCwyMzg=
  signingRequestId TVRnM05EQTFNRGs9
  action c2lnbg==
  openoces_opensign_environment_applet_version MS4xNC4w
  openoces_opensign_environment_os_name V2luZG93cyAxMA==
  openoces_opensign_layout_signtext_fontsize MTI=
  openoces_opensign_environment_java_version MS44LjBfMzQ1
  openoces_opensign_layout_signtext_fontname RGlhbG9nLnBsYWlu
  openoces_opensign_environment_applet_digest dG9kbzogaW1wbGVtZW50
  _challenge U0ZOVk5Fc3RWMFpJV1ZNdFdFdENNMUF0VTBSWVMxVXRNRkF5VGtJdFRWTlBVRlE9
  openoces_opensign_environment_locale ZGFfREs=
  openoces_opensign_environment_local_time TW9uIEF1ZyAwNyAxMDoyNzowOSBDRVNUIDIwMjM=
  openoces_opensign_environment_java_vendor QXp1bCBTeXN0ZW1zLCBJbmMu
  document_digests VzNzaWEyVjVJam9pVlVoUFJWVXRUVVpLTjBJdFRFRXlURmN0TWxaRlFsUXRNalF4U3pBdFZUWTBTMW9pTENKa2FXZGxjM1FpT2lJMk5HTXlPV1ExTldFM05tRTRNalEwWTJWa1pUVmlORE5oT1dFNE1HTmtOR1l5TnpBd1l6aGlZekl4WkdNM05qQXdPRFUwT0RobFltVTJNMlptWmpZMElpd2lZV3huYjNKcGRHaHRJam9pYzJoaExUSTFOaUo5WFE9PQ==

       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   MIIQoQYJKoZIhvcNAQcCoIIQkjCCEI4CAQMxDzANBglghkgBZQMEAgEFADCBmQYLKoZIhvcNAQkQAQSggYkEgYYwgYMCAQEGBgQAj2cBATAxMA0GCWCGSAFlAwQCAQUABCC5FuPeCEto1w7B4ZjicqGnFb8FUblk4ghjcVAklxckOQIIcLeUXAH1/T8YDzIwMjMwODA3MDgyNzE5WjADAgEBAgYBic8bl5ehGzAZBggrBgEFBQcBAwQNMAswCQYHBACBl14BAaCCDF0wggXUMIIDvKADAgECAggLtq2TlIjCYjANBgkqhkiG9w0BAQsFADCBpzELMAkGA1UEBhMCSVQxGjAYBgNVBGEMEVZBVElULTAyNzgwNDgwOTY0MRwwGgYDVQQKDBNJbnRlc2kgR3JvdXAgUy5wLkEuMSkwJwYDVQQLDCBRdWFsaWZpZWQgVHJ1c3QgU2VydmljZSBQcm92aWRlcjEzMDEGA1UEAwwqSW50ZXNpIEdyb3VwIEVVIFF1YWxpZmllZCBUaW1lLVN0YW1wIENBIEcyMB4XDTIzMDUyMjA4Mjk0NVoXDTM0MDgyMjA4Mjk0NVowYzElMCMGA1UEAwwcVGltZS1TdGFtcGluZyBBdXRob3JpdHkgVFNVMTEPMA0GA1UEBRMGMjAyMy0yMRwwGgYDVQQKDBNJbnRlc2kgR3JvdXAgUy5wLkEuMQswCQYDVQQGEwJJVDCCASIwDQYJKoZIhvcNAQEBBQADggEPADCCAQoCggEBAJoSlVRn2sbPvkdiVNWajTx0uytAhR3xF6koP4zgAVcxJJ2AAfHIarPxY4YWzNMloKsjMX6DkB7zseQX7u2hx2n5hLzSUmzHcgT8KJB3quJ0D99Fw8B2KrUQWc/69MtrHuhcWgFYy0+6sPtFyED1uPtxKuHFuxzkVVEO7VccXfkafd9Gslpqv/u3FBvFaXsxi2kF+pHM/HqpPFercUj6AjxN15S0LRC28d5cECWrGsezdAK5BAq3TfxPwDXaybSKvQgoZmIAGP9cbxDEUDM6gMJa9n74IuKiv2gMx8vSYDVQNahrCPVAAcRlpCJPuj8J6FZN4UtdHMCU+qCF5zYPew8CAwEAAaOCAUUwggFBMB0GA1UdDgQWBBTgE3QdOSw1kNb0FhcAFECSawSLgTAMBgNVHRMBAf8EAjAAMB8GA1UdIwQYMBaAFNNmy1p3EunsJ/EJcs6YsOc5ghQbMBgGCCsGAQUFBwEDBAwwCjAIBgYEAI5GAQEwZAYDVR0gBF0wWzAGBgQrTBAGMEcGDCsGAQQBgv5eAQEFATA3MDUGCCsGAQUFBwIBFilodHRwczovL3d3dy5pbnRlc2lncm91cC5jb20vZW4vZG9jdW1lbnRzLzAIBgYEAI9nAQEwSQYDVR0fBEIwQDA+oDygOoY4aHR0cDovL2NybC50aW1lNG1pbmQuY29tL0ludGVzaS9xdWFsaWZpZWR0aW1lc3RhbXBDQS5jcmwwDgYDVR0PAQH/BAQDAgeAMBYGA1UdJQEB/wQMMAoGCCsGAQUFBwMIMA0GCSqGSIb3DQEBCwUAA4ICAQBAt6qHubzXemKsk+jOZF9uHoJfZ5d5KNzN2Mnk3+skatwC6pi2K3Ov5ws+LJrFDfbYAumd6jvvcZZFJACgXkNeWBr7B5JwL04ub5WMLZ9L2OlW7oURaR1PrKd9DB+6w9WnnjjKXev3VNi6TMsIZur4P7L65oBPH81t8cBY58/J3xZ+zQhRcthibBmIOYzHIASstOiyu8h0Y5/jOFhtsSF+sD6hpz27X6Y7fRaXTyrTdg+O9yM5Xot51GmCW4kLghLiEb+x3ISyieSw3p3dgb4YyPlqwTO1YRZElxf+hHih7Q9YdtMdbV8S5C2fQyO0SCnCC4Pezhvo+vX0Nqm718Z0ROQyWKjx90I3RtBJ/Gn3Tjxnkat4i7I1fWxRevsyPvjZAPWbzD2E9WuYeELBbMttAd/pqpAY7eoimXBYHZEswGsm2Vcxh0J/ztk6kibtwa2Om7Zx7Pp1qBiOgNdtK2K36psh8daBYcDiGmJ4qr7JsPksWF09Z03hNqQuHh2P9FjpIGXW9qlnP7FwfqGEpWP30YqFHBUrdGWD8zb7cm3a8kpR47AuxK7Hnv5Ooo0z6zwNyiLI8JXy2gVu7QDNE/zuNl91ov/fOfAS1MmW2LBBoYf1bFfE7zFI431utMIzYiNLHJ0WpsSCzBuMgKtKl5dAtYaexjdL0ix8sslFAOB+gTCCBoEwggRpoAMCAQICCFcWniJBILumMA0GCSqGSIb3DQEBCwUAMIGnMQswCQYDVQQGEwJJVDEaMBgGA1UEYQwRVkFUSVQtMDI3ODA0ODA5NjQxHDAaBgNVBAoME0ludGVzaSBHcm91cCBTLnAuQS4xKTAnBgNVBAsMIFF1YWxpZmllZCBUcnVzdCBTZXJ2aWNlIFByb3ZpZGVyMTMwMQYDVQQDDCpJbnRlc2kgR3JvdXAgRVUgUXVhbGlmaWVkIFRpbWUtU3RhbXAgQ0EgRzIwHhcNMTcxMTIzMTAyMjQwWhcNMzcxMTE4MTAyMjQwWjCBpzELMAkGA1UEBhMCSVQxGjAYBgNVBGEMEVZBVElULTAyNzgwNDgwOTY0MRwwGgYDVQQKDBNJbnRlc2kgR3JvdXAgUy5wLkEuMSkwJwYDVQQLDCBRdWFsaWZpZWQgVHJ1c3QgU2VydmljZSBQcm92aWRlcjEzMDEGA1UEAwwqSW50ZXNpIEdyb3VwIEVVIFF1YWxpZmllZCBUaW1lLVN0YW1wIENBIEcyMIICIjANBgkqhkiG9w0BAQEFAAOCAg8AMIICCgKCAgEAtP4tZyol+Z5qAjMObquAQjz9KF/US23hurB/YQakgg4rTrgLHCBEG/1wptoWBDOfs58LjErNMNDbziwgY3hO+j1bhXryrYvYt+ZLkabkWLdAJhdhzztWO/tu5WjfW+Pp+jt7aztdnod+3cRFd+tdA/BMK+EnjYmoh1PrmpuzBWYRBfTy2dxu+EAjENnqNomy9hpNQxgu7iKkR+krFt+C00QJFaC25sIYjeSQGqW6+Dnw1AJVQZayYnKVtMHyO5r4LnNnCUzuNr6TciZgWjU/dfUl2DU/vLZeo/ItcVT7EuVEudtxIhlMpeCYMyac5OujJC/927cvg8q3v8pjHV74R134O5Zp74dU6ZBKyJJ4azjyVlhgI/k4Ki2O5vlJoExn2ZMxTbRtV+uifwJn7MnIM63SA4envLNIEflw9vUrVWqxnjmwNLYpM+hgt+SAmos2VNq+XKVRS4LVRoPw1kRSw2R8Ui9OfyFjkcu76GJ+CPPJiKxf/5p37ge1JDEyjXDTgkoKW4UJTkKjHGrN+nzFDhdfteGi+FcJD+SBiXyUc7yDWVcyOTTKjN0tlZ+s5ap8rMeLFe9x3wEABe9inK5Uqz3jvHvvDau11kyldb0+etj/di0h4nhD2jFUd/QvNTrvzj5s7eq8NqpslKpb5r/x4TdQ5lc8swPiFdqjXBw/GaUCAwEAAaOBrjCBqzAdBgNVHQ4EFgQU02bLWncS6ewn8Qlyzpiw5zmCFBswDwYDVR0TAQH/BAUwAwEB/zAfBgNVHSMEGDAWgBTTZstadxLp7CfxCXLOmLDnOYIUGzBIBgNVHSAEQTA/MD0GBFUdIAAwNTAzBggrBgEFBQcCARYnaHR0cDovL3d3dy5pbnRlc2lncm91cC5jb20vZW4vZG9jdW1lbnRzMA4GA1UdDwEB/wQEAwIBBjANBgkqhkiG9w0BAQsFAAOCAgEAFmSuPU8IvR/DpEN4jU5ESdTZcq2Bnuy0z3aSHVV1Gc1Clzong4SpOIzSVqz/CeZ6Yeef/k2b6vmjhlBucq9W9ruXYjTnsHuOMFyGSaQWQylG8Yf83T9feTnQlFIP6Y1j8U5oqt/Ky0nCPAMpkrpxyJe3+XQbtkTZXM3Sa1oMRP1L5FS2ydiFMNZk9NyDbysNYY1EP7MZqpuP8SYzMwA/7rWy//nY8hP0xLpxImn0pY92GzhRFx0kjWw3ItM1XI6+/CKIqUkBuYzg9aMzEEgtxpNorpgxG1MizqCEHWP+coVUACSLZsMf20REKHR1sOvzkYwg9OMQQ6W5VE1qlyEnm93O9AMJVVabqEBDtLPxRAI8dpL8jEYum1qkpbmYno8rNr21gQApsAnyl9SxqPRHqtd3+SaH3R/0qGleyNakRwT1nexjQoW4X9BueO5lgW/gvRXFQ4B8sW5+dKm3jis3qqNV7wUcHyM1uDKiaP62wCMwrF3Qs+OJ8s0602zE4sOf+m0PBSNALoOvrZvPat2RXzpkpMMz4GD4FHqSP0e4jysnA3yNQJp2aGaun95AVII1eEsaCgb7bumGhpA18GsIb3EnuwFmg6DX4fqaOKn/cgbIC24y/E56Np/dUxtx9OtXg1ObzAgBY7A5d5cmRq4cEyUCtqEynjl6w0ExQb66YtoxggN5MIIDdQIBATCBtDCBpzELMAkGA1UEBhMCSVQxGjAYBgNVBGEMEVZBVElULTAyNzgwNDgwOTY0MRwwGgYDVQQKDBNJbnRlc2kgR3JvdXAgUy5wLkEuMSkwJwYDVQQLDCBRdWFsaWZpZWQgVHJ1c3QgU2VydmljZSBQcm92aWRlcjEzMDEGA1UEAwwqSW50ZXNpIEdyb3VwIEVVIFF1YWxpZmllZCBUaW1lLVN0YW1wIENBIEcyAggLtq2TlIjCYjANBglghkgBZQMEAgEFAKCCAZUwGgYJKoZIhvcNAQkDMQ0GCyqGSIb3DQEJEAEEMBwGCSqGSIb3DQEJBTEPFw0yMzA4MDcwODI3MTlaMC0GCSqGSIb3DQEJNDEgMB4wDQYJYIZIAWUDBAIBBQChDQYJKoZIhvcNAQEBBQAwLwYJKoZIhvcNAQkEMSIEICPVSQYJdjhEbk2KbXGxzhYHS+DHExtIrFuw8/qM5ZZWMIH4BgsqhkiG9w0BCRACLzGB6DCB5TCB4jCB3wQgr5VM2LGVJbxCZLN/oFMfufgBvMew+CtsxztIvzyAtDwwgbowga2kgaowgacxCzAJBgNVBAYTAklUMRowGAYDVQRhDBFWQVRJVC0wMjc4MDQ4MDk2NDEcMBoGA1UECgwTSW50ZXNpIEdyb3VwIFMucC5BLjEpMCcGA1UECwwgUXVhbGlmaWVkIFRydXN0IFNlcnZpY2UgUHJvdmlkZXIxMzAxBgNVBAMMKkludGVzaSBHcm91cCBFVSBRdWFsaWZpZWQgVGltZS1TdGFtcCBDQSBHMgIIC7atk5SIwmIwDQYJKoZIhvcNAQEBBQAEggEAGQBGUEKLpgkOEH/sx9KX/4HArnDAta/JXZWXaM+F8l0PQ8rAcV50aYJmurfcQJBfryIUuk3HacnWsgTXVP1zgVUdsdPhNCoKQmz2L/F4p0pVqft4w3VTOMEBLGvuoXsC+v3GJgg03o+ZxBRCvyePpxPDj1EtN3xWzgOVTCFlJekpIN5GCGn4/kqdWc9nHKd99selFxftWTHyQrKP1IVTzGPCsPpqX+ef9xRby0CrLlsqCqhPT3MAosOqj+6zIf4yMpQiWpwv9lV5WoXGNiraqLUbFxfxzjf4pOLjEumtsxL52h7wpBV7a4MTBWV7qXr/vc88vUHGUHNkqIcCJt749Q==


{"documentKey":"UHOEU-MFJ7B-LA2LW-2VEBT-241K0-U64KZ","version":"1.2","signatures":[{"signTime":"2023-08-07T07:54:06Z","ip":"212.60.xxx.xxx","signedDataFile":"3fd4b7d3ad28408c.xml","signerSerial":"e2bb9ab5-a11a-4b50-864e-8c58af066374","type":"penneo","signerName":"Henrik Basso Reichsthaler Møller","subtype":"mitid.dk","organization":null,"signatureLines":[{"role":"underskriver 1","onBehalfOf":null}],"dataFile":"3fe8ce16f1ecd5bf.xml","validations":[]},{"signTime":"2023-08-07T08:22:02Z","ip":"82.192.xxx.xxx","signedDataFile":"3fd5f0e2baa4bf30.xml","signerSerial":"658bcd61-1988-4367-b3eb-215cfbbb49b0","type":"penneo","signerName":"Martin Brogaard Borup Nielsen","subtype":"mitid.dk","organization":{"identifier":"34209936","name":"GRANT THORNTON,STATSAUTORISERET REVISIONSPARTNERSELSKAB","identifierType":"CVR"},"signatureLines":[{"role":"underskriver 2","onBehalfOf":null}],"dataFile":"3fe117767e4ff36e.xml","validations":[]},{"signTime":"2023-08-07T08:27:19Z","ip":"62.243.xxx.xxx","signerSerial":"CVR:34209936-RID:43340328","type":"nemid","signerName":"Kristian Lydolph","subtype":null,"organization":null,"signatureLines":[{"role":"underskriver 3","onBehalfOf":null}],"dataFile":"3fdf3f2196995ad0.xml","validations":[]}]}


 ========================= ================================== ================= ============================================================================================================ 
  Time                      Name                               IP                Activity                                                                                                    
 ========================= ================================== ================= ============================================================================================================ 
  2023-07-21 06:34:50 UTC   Andreas Moos                       62.243.xxx.xxx    The document was created                                                                                    
  2023-07-21 06:34:51 UTC   Andreas Moos                       62.243.xxx.xxx    A signing link was activated for "Henrik Basso Reichsthaler Møller"                                         
  2023-07-21 06:34:51 UTC   Andreas Moos                       62.243.xxx.xxx    A signing link was activated for "Martin Brogaard Borup Nielsen"                                            
  2023-07-21 06:34:51 UTC   Andreas Moos                       62.243.xxx.xxx    A signing link was activated for "Kristian Lydolph"                                                         
  2023-07-21 06:34:52 UTC   Andreas Moos                       xxx.xxx.xxx.xxx   A signing request email was sent to "Henrik Basso Reichsthaler Møller" at "hm@lessor.dk"                    
  2023-07-23 09:01:15 UTC   Penneo system                      xxx.xxx.xxx.xxx   A signing request reminder email was sent to "Henrik Basso Reichsthaler Møller" at "hm@lessor.dk"           
  2023-07-25 09:03:28 UTC   Penneo system                      xxx.xxx.xxx.xxx   A signing request reminder email was sent to "Henrik Basso Reichsthaler Møller" at "hm@lessor.dk"           
  2023-07-27 09:09:14 UTC   Penneo system                      xxx.xxx.xxx.xxx   A signing request reminder email was sent to "Henrik Basso Reichsthaler Møller" at "hm@lessor.dk"           
  2023-07-29 09:14:11 UTC   Penneo system                      xxx.xxx.xxx.xxx   A signing request reminder email was sent to "Henrik Basso Reichsthaler Møller" at "hm@lessor.dk"           
  2023-07-31 07:34:03 UTC   Andreas Moos                       62.243.xxx.xxx    The document was viewed                                                                                     
  2023-07-31 09:15:15 UTC   Penneo system                      xxx.xxx.xxx.xxx   A signing request reminder email was sent to "Henrik Basso Reichsthaler Møller" at "hm@lessor.dk"           
  2023-08-02 05:56:11 UTC   Andreas Moos                       62.243.xxx.xxx    The document was viewed                                                                                     
  2023-08-02 09:19:08 UTC   Penneo system                      xxx.xxx.xxx.xxx   A signing request reminder email was sent to "Henrik Basso Reichsthaler Møller" at "hm@lessor.dk"           
  2023-08-04 09:22:13 UTC   Penneo system                      xxx.xxx.xxx.xxx   A signing request reminder email was sent to "Henrik Basso Reichsthaler Møller" at "hm@lessor.dk"           
  2023-08-06 09:27:16 UTC   Penneo system                      xxx.xxx.xxx.xxx   A signing request reminder email was sent to "Henrik Basso Reichsthaler Møller" at "hm@lessor.dk"           
  2023-08-07 07:52:50 UTC   Henrik Basso Reichsthaler Møller   212.60.xxx.xxx    The document was viewed by the signer                                                                       
  2023-08-07 07:52:51 UTC   Penneo system                      212.60.xxx.xxx    The document was viewed                                                                                     
  2023-08-07 07:53:52 UTC   Penneo system                      212.60.xxx.xxx    The document was viewed                                                                                     
  2023-08-07 07:53:52 UTC   Henrik Basso Reichsthaler Møller   212.60.xxx.xxx    The document was viewed by the signer                                                                       
  2023-08-07 07:53:55 UTC   Penneo system                      212.60.xxx.xxx    The document was viewed                                                                                     
  2023-08-07 07:54:06 UTC   Henrik Basso Reichsthaler Møller   212.60.xxx.xxx    The signer signed the document as underskriver 1                                                            
  2023-08-07 07:54:07 UTC   Andreas Moos                       xxx.xxx.xxx.xxx   A signing request email was sent to "Martin Brogaard Borup Nielsen" at "martin.brogaard.nielsen@dk.gt.com"  
  2023-08-07 08:06:08 UTC   Henrik Basso Reichsthaler Møller   212.60.xxx.xxx    The document was viewed                                                                                     
  2023-08-07 08:06:11 UTC   Henrik Basso Reichsthaler Møller   212.60.xxx.xxx    The document was viewed                                                                                     
  2023-08-07 08:20:00 UTC   Martin Brogaard Borup Nielsen      82.192.xxx.xxx    The signing request email was opened by the signer                                                          
  2023-08-07 08:20:09 UTC   Martin Brogaard Borup Nielsen      82.192.xxx.xxx    The document was viewed by the signer                                                                       
  2023-08-07 08:20:10 UTC   Penneo system                      82.192.xxx.xxx    The document was viewed                                                                                     
  2023-08-07 08:21:03 UTC   Martin Brogaard Borup Nielsen      82.192.xxx.xxx    The document was viewed by the signer                                                                       
  2023-08-07 08:21:04 UTC   Penneo system                      82.192.xxx.xxx    The document was viewed                                                                                     
  2023-08-07 08:21:05 UTC   Penneo system                      82.192.xxx.xxx    The document was viewed                                                                                     
  2023-08-07 08:21:29 UTC   Penneo system                      82.192.xxx.xxx    The document was viewed                                                                                     
  2023-08-07 08:21:29 UTC   Martin Brogaard Borup Nielsen      82.192.xxx.xxx    The document was viewed by the signer                                                                       
  2023-08-07 08:21:55 UTC   Penneo system                      82.192.xxx.xxx    The document was viewed                                                                                     
  2023-08-07 08:21:55 UTC   Martin Brogaard Borup Nielsen      82.192.xxx.xxx    The document was viewed by the signer                                                                       
  2023-08-07 08:21:57 UTC   Penneo system                      82.192.xxx.xxx    The document was viewed                                                                                     
  2023-08-07 08:22:02 UTC   Martin Brogaard Borup Nielsen      82.192.xxx.xxx    The signer signed the document as underskriver 2                                                            
  2023-08-07 08:22:03 UTC   Andreas Moos                       xxx.xxx.xxx.xxx   A signing request email was sent to "Kristian Lydolph" at "kristian.lydolph@dk.gt.com"                      
  2023-08-07 08:26:35 UTC   Penneo system                      62.243.xxx.xxx    The document was viewed                                                                                     
  2023-08-07 08:26:35 UTC   Kristian Lydolph                   62.243.xxx.xxx    The document was viewed by the signer                                                                       
  2023-08-07 08:26:53 UTC   Penneo system                      62.243.xxx.xxx    The document was viewed                                                                                     
  2023-08-07 08:26:53 UTC   Kristian Lydolph                   62.243.xxx.xxx    The document was viewed by the signer                                                                       
  2023-08-07 08:27:19 UTC   Penneo system                      62.243.xxx.xxx    The document signing process was completed                                                                  
  2023-08-07 08:27:19 UTC   Kristian Lydolph                   62.243.xxx.xxx    The signer signed the document as underskriver 3                                                            
 ========================= ================================== ================= ============================================================================================================ 


		2023-08-07T08:28:05+0000
	Original document certified by Penneo




